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The Privacy Amendment Bill 2016 was 
passed by Parliament earlier this year. 
From March 2018, organisations that 
suffer a cyber breach will be required to 
notify the Privacy Commissioner.  

Breaches may include incidents such as 
ransomware and malware, trojans, 
inadvertent loss of data through email and  
hacks. 

To prepare for the new regulations, 
Australian companies should thoroughly 
review the cyber health of their business 
and remove any vulnerabilities that could 
lead to breach notifications. 

Large corporations and government 
bodies have long used cyber health checks 
to improve their resilience to cyber attack. 
But with experts predicting that 40% of 
small to medium sized companies in 
Australia will experience a cyber extortion 
attack  in 20171, it is important that SME 
business owners ensure they have 
adequate resistance to cyber attacks to 
reduce the likelihood of a breach. 

Chubb has partnered with specialist cyber 
security vendor, Sententia, to offer Chubb 
Cyber insured clients a 10% discount on a 
‘Cyber Security Assessment Health Check’. 

Sententia will provide an in-depth report 
into an organisation’s cyber security 
health including the identification of 
potential vulnerabilities and 
recommendations on how to remediate 
any shortcomings. 

In partnership with:

Benefits of a cyber assessment 

• An easy to read report prepared by a 
cyber security expert 

• Dedicated  focus on SME businesses 
(revenue up to $500m or less than 
1000 employees) 

• Identification and recommendations 
for improved resilience to cyber 
attacks 

Cyber Security Assessments 
Reports 

Sententia’s report will offer a snapshot 
of the organisation’s information 
security environment and present a set 
of recommendations for addressing 
detected shortcomings and concerns. 

This includes: 

• Threat detection findings from bots, 
viruses, malware and intrusions 

• High risk application events 
• Endpoint security findings  
• Data leakage and data loss findings 
• Compliance analysis 
• Bandwidth analysis 
• Remediation recommendations 

10% discount for Chubb Cyber 
insured companies available until 
March 2018.  

Contact your local Chubb Cyber 
Underwriter for more info. 
Alternatively contact Senentia 
directly on 1800 333 867 or email 
info@sententia.com.au.  
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